**BRADLEY VORIS ASC, MCP, MTA, NETWORK+, VCA-DCV, CISSP, CISM, CCSP, CCSK,**

**Cybersecurity Architect | Cloud Security | Risk Mitigation | Certified CISSP**

**📞 Phone:**  281-743-2287  **📧 Email:** [BVoris.InfoSec@gmail.com](mailto:BVoris.InfoSec@gmail.com)  **📍 Location:**  Houston, Texas

**🌐 Portfolio/Blog:** <https://www.victimoftechnology.com> / | <https://www.github.com/bvoris>

**PROFILE SUMMARY**

Cybersecurity leader with 25+ years of experience securing Fortune 500 enterprises and regulated industries. CISSP, CISM, and CCSP-certified professional specializing in cloud security (Azure/AWS/GCP), Zero Trust Architecture, and regulatory compliance (PCI-DSS, SOX, HIPAA). Proven track record in building enterprise security programs, conducting risk assessments, and implementing security frameworks. Adept at security governance, incident response, and DevSecOps integration. Recognized speaker and author on emerging cyber threats. Skilled at aligning technical security controls with business objectives to drive organizational resilience. Committed to advancing security in heavily regulated environments, ecommerce, financial services, and AI governance with a balance of technical expertise and strategic leadership.

**CORE COMPETENCIES**

* Information Security & Risk Management
* Regulatory Compliance Experience (PCI-DSS, SOX, HIPAA, GDPR, FDA, DEA)
* Cloud Security (Azure, AWS, GCP, M365, Entra ID)
* Zero Trust Architecture & Identity Governance
* Security Governance & Policy Development
* Incident Response & Threat Mitigation
* Vulnerability Management & SIEM (Qualys, AlienVault, Alert Logic)
* DevSecOps & Secure Code Review (Python, PowerShell)
* Leadership & Cross-Functional Team Management

**PROFESSIONAL EXPERIENCE**

**Technical Security Manager |** QuVa Pharma | November 2024 - Present

* Led information security and cybersecurity initiatives for pharmaceutical manufacturing environments
* Designed and implemented cloud security architecture for Azure and M365 environments
* Conducted risk assessments and aligned security controls with NIST standards (800-53r5, CSF) and CIS
* Managed Active Directory security audits and Entra ID conditional access policies
* Oversaw vulnerability management program using Qualys

**Tools:** Azure Security Center, M365 Defender, Qualys, PowerShell, Entra ID

**Lead Information Security Architect |** Walmart | November 2020 - October 2024

* Architected enterprise security solutions for global e-commerce platforms Fortune One Org
* Ensured compliance with PCI-DSS, SOX, HIPAA, and GDPR regulations
* Served on the CISO Advisory Board and Enterprise Architecture Council
* Designed Zero Trust Architecture across on-prem and cloud environments
* Developed security patterns using a Well-Architected Framework

**Tools:** Python, PowerShell, Capability Matrix, MS Visio

**Cyber Security Director/Architect |** Shaw Systems | February 2020 - July 2020

* Directed cybersecurity program for financial services SaaS platform
* Implemented M365 security controls and Office 365 protection measures
* Conducted risk assessments and penetration testing engagements
* Managed SOC auditing processes and incident response procedures
* Oversaw DevSecOps integration in development pipelines

**Tools:** Alert Logic SIEM, M365 Security Center, Tenable.io, MS Visio

**Network Security Architect |** CGG | August 2018 - November 2019

* Designed and implemented multi-cloud security architecture (AWS, Azure, GCP)
* Configured Juniper & Palo Alto Firewalls
* Managed SIEM solutions for network security monitoring
* Implemented IAM and MFA solutions across cloud environments
* Conducted security assessments

**Tools:** AlienVault OSSIM/USM, AWS GuardDuty, PowerShell

**PROFESSIONAL EXPERIENCE CONTINUED**

**Information Security Manager** | Vroom, Inc | November 2016 - March 2018

* Established and managed information security program for an automotive e-commerce platform
* Maintained PCI DSS compliance through vulnerability scanning and controls
* Configured and managed Palo Alto firewalls and AlienVault SIEM
* Implemented secretes & certificate management vaults
* Conducted security awareness training programs

**Tools:** Palo Alto Firewalls, AlienVault USM, Microsoft PKI

**IT Security Engineer |** Tailored Brands | July 2016 - November 2016

* Managed IT security infrastructure for retail operations
* Maintained compliance with PCI DSS and SOX requirements
* Administered Checkpoint firewalls and SIEM solutions
* Implemented Privileged Access Management (PAM) solutions

**Tools:** Checkpoint Firewalls, Correlog SIEM

**Infrastructure Project Design Engineer |** United Airlines | June 2015 - June 2016

* Designed and deployed compliant infrastructure for customer-facing applications
* Ensured PCI, PII, and SOX compliance through infrastructure design
* Managed Windows Server and Linux engineering projects
* Implemented virtualization solutions using Hyper-V and VMware

**Tools:** Windows Server, RHEL, VMware, Hyper-V

**EDUCATION AND CERTIFICATIONS**

Associate’s in Cybersecurity – Wilmington University (2024)

CISSP, CISM, CCSP– ISC² & ISACA

NSE 3, Palo Alto ACE – Network Security

Microsoft Certified (MCP, MTA, AZ-900, SC-900)

PCI-DSS, SOX, HIPAA Compliance Training

**LEADERSHIP & THOUGHT LEADERSHIP**

**Speaker:** HOU.SEC.CON 2024 (Threat Modeling with MITRE ATT&CK Framework)

**Author:** 15+ publications various subjects: MITRE ATT&CK, Ransomware, Cloud Security

**COMMITTEES**

Generative AI Steering Committee (Walmart)

CISO Advisory Committee (Walmart)

Information Security Committee (QuVa Pharma)

**TECHNICAL PROFICIENCIES**

**Cloud:** Azure, AWS, GCP, M365, Entra ID

**Frameworks:** NIST CSF, ISO 27001, CIS Top 20, PCI-DSS, HIPAA

**Tools:** Vulnerability Management, Firewalls, SIEM, IDS/IPS, Python, PowerShell

**PROFESSIONAL AFFILIATIONS**

ISC2 Member ID# 554726

ISACA Member ID# 1004192

SANS Member ID# 5633967

InfraGard Member ID# 10102028

IEEE Member ID# 90864523

IEEE Computer Society Member

Internet Society Member

Microsoft Technet ID# Brad\_Voris